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Overview of AIS Server

AIS Server is a software tool for a wide range of AIS (Automatic Identification System)
users.

AIS Server connects AlS network nodes (AIS base stations/transponders/receivers, AlS
services/clients, databases, and/or networks) and allows AIS messages to easily and
efficiently flow from one node to another. It connects at least two nodes and sends each
AIS message based on the current configuration of the nodes. You configure AIS Server
to pass along certain messages to certain nodes on a network. AIS Server can also store
all received AIS messages in the databases or text files.

SiiTech has developed a modular and scalable AIS Server solution that meets the needs
of all kinds of AIS users. For shore-based networks, AIS Server enables the flow of
information from one or more isolated base stations to a VVessel Traffic Services (VTS)
centre. With AIS Server all VTS centers may be joined in a regional or national AlS
network. The distribution of AIS data (standard and proprietary messages) from one
central location to shared locations makes AIS Server essential in many diverse
environments.

AIS Server performs a number of functions when data is passed into it; unlike hardware
routers found on the internet that simply pass information from one network to another.
AIS Server can filter data as it is received, and does not necessarily forward all received
information. Nodes are allowed to forward and/or accept messages on a case by case
basis. Proprietary message handling capability allows SiiTech to offer complete
customization of AIS Server to meet your specific needs.

The future of your network is dependant on the flow of information from all nodes (AIS
transponders/receivers, users, databases, and/or networks). AIS Server provides a reliable
flow of AIS data to your environment that is flexible and highly configurable.

AIS Server designed to perform the following functions:

¢ Receiving AIS messages from AlS transponders/receivers through serial ports

e Receiving AIS messages from AIS transponders/receivers using TCP/IP, UDP,
and SOAP protocols (e.g. through the Internet)

« Sending AIS messages to AlS transponders through serial ports

o Sending AIS messages to AlS transponders using TCP/IP protocol (e.g. through
the Internet)

e Sending AIS messages to other AIS servers or clients using TCP/IP, UDP , and
SOAP protocols (e.g. through the Internet)

e Supporting multiple TCP, UDP, and SOAP server/client connections

e Supporting multiple serial port connections

o Filtering AIS messages by IP addresses of clients

o Filtering AIS messages by MMSI numbers
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Filtering AIS messages by geographical coordinates (latitude/longitude)
Saving AIS messages into the database or text file without any time or size limits
Ability to work as a service (e.g. when a computer is rebooted AIS Server starts

automatically)



Using AIS Server

As the administrator it is important to understand the functionality of AIS Server as well
as Web VTS. You should review the Web VTS User’s Guide in addition to this manual
before administering AIS Server. It is also important to note that active users may be
immediately affected by the changes you make while you are administering.

AIS Server consists of the following services (processes):

COM Port service: Communicates with AIS devices through a serial port.
TCP/UDP/SOAP Server service: Receives AlS data from different sources and
redistributes AIS data to different consumers through TCP or UDP or SOAP
protocol. This process waits for clients and serves them.

TCP/UDP/SOAP Client service: Receives AlS data from different sources and
redistributes AIS data to different consumers through TCP or UDP or SOAP
protocol. This process establishes connection to servers and communicates with
them.

Message Logger service: Stores AlS messages received by COM Port service or
TCP/UDP/SOAP Server/Client service to the text file.

VTS Server service: Provides real-time AlS data to Web VTS.

AIS Database service: Stores AlIS messages received by COM Port service or
TCP/UDP/SOAP Server/Client service to AIS Server database(s). AIS database is
used for History Replay and Report Generator.

VTS Database service: Generates and stores in the Web VTS database alarm
events based on ship location or speed. Send safety messages. Sends virtual Aids
to Navigation (AtoN) messages (only with AIS Base stations).

SNMP Client service: Receives position reports from SNMP supported device
then converts them to AIS message format and redistributes them to different
consumers through TCP/UDP/SOAP protocol.

E-mail Client service: Receives e-mail position reports from satellite tracking
providers such as Inmarsat, Iridium, Globalstar and converts them to AIS
messages and redistributes them to different consumers through TCP/UDP/SOAP
protocol.

Run Program service: This is auxiliary service that allows running any
scheduled Windows program.

A service is a background process executed by AIS Server.

You may enable or disable services by clicking a check box in front of their
names.

You may add services by selecting Edit from the main menu and choosing a new
service.

You may edit service’s settings by double-click on the service name.
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e You may delete services by choosing the service’s name and selecting Edit >
Delete from the main menu.

To launch AIS Server, you can use a shortcut on the desktop and simply double-click
onto this shortcut or choose it from the Windows Start menu.

Fil= Edit Help

Configured processes | Funning processes I

Marne | Service |

COM Port COM port

History Database AI5 database

SiiTech TCP connection 1 TCP client

SiiTech TCP connection 2 TCP client

YTS Pro Database YTS database

YTS Server TS server

O report Database AI5 database

O siiTech UDP connection 1 UDP client

[ siTech UDP connection 2 UDP client

[ ¥Ts Pro Plus Database TS database

Options. .. | Map... Stark Stop | Restatt |

=

2009-04-30 05:58:59 - Professional mode is OMN

2009-04-30 05:58:59 - Maximum number of allowed TCPIUDP connections: unlimited
2009-04-30 05:58:59 - Local IP address: 192,165.1,100

2009-04-30 03:59:00 - External IP address: 70.68.7.47

i o

=
The default settings description:

After the installation AIS Server has predefined settings for the configuration with one
AIS transponder/receiver connected through a serial port:

e COM Port connection is enabled. Port number is COM1 and speed is 38400bps.
This service allows receiving and sending AIS messages to the directly connected
ais device.

o History Database service is enabled . All AIS messages are being stored in
history database split by months.
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e SiiTech TCP connection 1 is enabled. This TCP Client service “SiiTech TCP
connection 1” is for sending AIS messages to the first SiiTech’s server. This
service will allow you to see your ships on SiiTech’s web site immediately after
starting the AIS Server. This is a convenient way to test your setup. Later you
may disable this service.

e SiiTech TCP connection 2 is enabled. This TCP Client service “SiiTech TCP
connection 2” is for sending AIS messages to the second SiiTech’s server. This
service will allow you to see your ships on SiiTech’s web site immediately after
starting the AIS Server. This is a convenient way to test your setup. Later you
may disable this service. That is redundant service to provide uninterrupted
service in case the first SiiTech service's failure.

e VTS Pro Database service is enabled. New alarm events will be detected and
stored in the Web VTS Pro database.

e VTS Server service is enabled. This service waits for a connection with Web
VTS and sends AlS data to Web VTS.

o Report Database service is disabled. If it is enabled then all AIS messages are
being stored in report database split by months.

e SiiTech UDP connection 1 is disabled. You may enable this service and use it
instead of "SiiTech TCP connection 1" service to send AIS data to the first
SiiTech’s server. If you are going to use this service to send AIS messages to
SiiTech, do not forget to disable “SiiTech TCP connection 1” service.

e SiiTech UDP connection 2 is disabled. You may enable this service and use it
instead of "SiiTech TCP connection 2" service to send AlS data to the second
SiiTech’s server. If you are going to use this service to send AIS messages to
SiiTech, do not forget to disable “SiiTech TCP connection 2” service.

e VTS Pro Plus Database service is disabled. Use this service instead of VTS
Server Pro, if you use Web VTS Pro Plus.

Note: You may send true AIS message to SiiTech without any restrictions.

If these settings fit your configuration, you do not need to make any additional changes
and may start services by clicking on the Start button.

If default AIS Server settings do not fit your configuration, you may need to change
existing settings. Refer to the section Configuring AIS Server for more information.
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Changing configuration

You must stop the AIS Server before making any changes in the configuration. To stop
AIS Server, press the Stop button. After you complete your changes press the Start
button to resume AIS Server’s work.

If you don't want to interrupt AIS Server's work during your configuration then you could
switch to the Configured precesses panel, next make your configurations and click the
Restart button to resume AIS Server's work.

AIS Server has two panels: Configured processes and Running processes.
To be able to switch from one panel to another click the Configured processes tab or the
Running processes tab respectively.

The Configuration processes panel shows all configured and saved processes and allows
configuring processes without stopping AIS Server.
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D siiTech ALS Server v4.3.223 _ ol x|
File Edit Help

Configured processes | Running processes I

Marme | Setvice |

SiiTech TCP conneckion 1 TCP clienk

VTS Server VTS server

O com Part COM port

[ History Database als database

[ report Database A15 database

O siiTech UDP connection 2 IIDP clienk

%75 Fro Database ¥T5 database

%75 Fro Plus Database WT5 database

opkions. .. Map... Skark Shop Restatt |
2009-04-258 15:258:12 - Done ;I
Z009-04-25 15:29:23 - ¥** 415 Server is working in Professional mode #4*
2009-04-28 15:29:23 - Local IP address: 192,168.1.100
2009-04-28 15:29:23 - External IP address: 70.68.7.47
2009-04-25 15:29:23 - Starking services...
2009-04-28 15:290:23 - Done
2009-04-25 15:29: 23 - T3S Server' liskening
2009-04-28 15:29: 27 - 'SiiTech TZP connection 1' connected
2009-04-25 15:37:46 - Closing services. ..
2009-04-28 15:37:46 - WT5 Server' closed
2009-04-28 15:37:46 - 'SiiTech TCP connection 1’ closed
2009-04-25 15:37:49 - Done

-
4| | v
e

The Running processes panel shows running processes.
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D surech alsservervadzzs =B

File Edit Help
Configured processes  RURNING processes |
Marme | Skatus | In per min | Ok per min | Service
SiiTech TCP conneckion 1 Active 296 TCP client
VTS Server Listening VTS server
Jl | B
optians. ., | Map... Statk | Rectart |

2009-04-28 15:28:11 - Closing services. .. ;I
2009-04-258 15:28:11 - T3S Server’ dosed

2009-04-28 15:28:11 - 'SiiTech TCP connection 1' closed

2009-04-28 15:28:11 - 'SiiTech TCP connection 2' closed

2009-04-25 15:28:12 - Done

2009-04-28 15:29:23 - *** AIS Server is working in Professional mode *+*
2009-04-258 15:29:23 - Local IP address: 192, 168.1,100

2003-04-28 15:29:23 - External IP address; 70.68.7 .47

2009-04-28 15:29:23 - Starking services. ..

2009-04-25 15:29:25 - Done

2009-04-28 15:29:23 - "WTS Server' listening

2009-04-28 15:29:27 - 'SiiTech TCP connection 1' connected

1 | 3

To create a new service, click the Edit menu and select the desired service
or
use a right mouse button when a pointer is inside the Configured processes panel.
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P siiTech AIS Server v4.3.223 L =10 x|

File Edit Help

Configured processes | RURning processes I

Marne | Service |
COM Port COM port

Hiskory Database AIS database

Server TP setver

SiiTech TCP conneckion 1 TCP client
SiiTech TCP conneckion 2+ TCP client

YT5 Pro Database Y¥T5 database
[WlvTS Server YTS cerver
O repott Database 815 dakabase

[ siiTech UDP connection 1| UDP dlient
[ siiTech UDP connection 2 UDP dlient
75 Pro Plus Database | TS database

Mew TCPIUDRISOAR Server, ..
Mew TCP/UDR/SOAR Client...

Opfions... | Map... Meast SHMP Client, ., B | HEstart |
Mews Emnail Client. .. _*J

2009-05-04 07:00:47 - "YTS Pro Database' ir
2009-05-04 07:00:47 - "WTS Pro Database' - Mew COM Part,.,
2009-05-04 07:00:42 - 'SiiTech TCP connect
2009-05-04 07:00:49 - 'SiiTech TCP connect  Mew Message Lagger...
2009-05-04 0F:00:51 - Closing services. .,
2005-05-04 07:00:51 - 'YTS Server' closed Mew VTS Server. .,
2009-05-04 07:00:51 - 'Servet’ closed
2009-05-04 07:00:51 - Histary Database' | Mew AIS Database...
2009-05-04 07:00:51 - 'WTS Pro Database' c¢  New YTS Database. ..
2009-05-04 07:00:51 - 'SiTech TCP conneck
2009-05-04 07:00:51 - 'SiTech TCP connect Mew Run Program Service. ..
2009-05-04 07:00:51 - 'COM Port' closed
£002-05-04 07:00:51 - Done [elete

Properbies...
4| I r

7

To edit or delete any existing service, select the service and click the Edit menu and
select Properties if you want to edit the service or Delete if you want to delete it

or

double-click on any existing service to open the shortcut menu.

10
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File Edit Help

Configured processes | RURning processes I

Configuring AIS Server

=10l |

YT5 Pro Database
YTS Server
O repott Database

[ siiTech UDP con
475 Pro Plus Dal

Marne | Service |
COM Port COM port

Hiskory Database AIS database

Server TP setver

SiiTech TCP conneckion 1 TCP client
SiiTech TCP conneckion 2+ TCP client

YT5 database
VTS server
815 database

DWW

Mew TCRIJDRISOAP Server, .
Mew TCP/UDR/SOAR Client...
Mew ShMP Client, .,

Mews Email Client. ..

Mewy COM Part...

opkions. .. [

Mew Message Logger. ..

2009-05-04 07:00:4

Mew Y15 Server, ..,

Skark I Sbop | Hestart |

2003-05-04 07:00:4
2009-05-04 OF :00: 4
2009-05-04 07 :00: 4

Mew 415 Database, .,
Mew ¥T5 Database, .,

£002-05-04 07:00:5
2002-05-04 07:00:5

Mews Bun Program Service. ..

2009-05-04 07:00:5
2002-05-04 0F:00:5

Delete

2009-05-04 07:00:5
2003-05-04 07:00:5

|

Properties. ..

2009-05-04 07005 = SMTECh TP cannectan 2 cosed
2009-05-04 07 :00:51 - '"ZOM Port' closed
2009-05-04 07:00:51 - Done

ges IP Addr: 0.0.0.4:0 .|

TCP/UDP/SOAP Server service

The TCP/UDP/SOAP Server service enables you to accept requests from TCP or UDP
or SOAP clients and serve them.

1. To create a TCP/UDP/SOAP Server service, select Edit > New
TCP/UDP/SOAP Server... from the main menu.

_Or_

To edit an existing TCP/UDP/SOAP Server service, choose the service’s name
and select Edit > Properties... from the main menu.

11
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o 01 A~ no

©

10.

11.

12.

[ame: I Server

Port: I ]

Praotocol; lTCP - I

V¥ Send Messages

Timne window: | 0 seconds

v Receive Massages

[T Use Authertication

sers, ., Blarms. .. Filkers. ..

Lo 4 Zancel

Name: Enter the name for this service. You may enter any meaningful name.
Port: Enter the TCP or UDP or SOAP port number to be used with this service.
This port must be enabled in your router/firewall. Contact your network
administrator for more details.

Protocol: Select the protocol for this service.

Check the Send Messages check box to allow this service to send AIS messages.
Time widow: Enter amount of seconds to perform a down-sampling of AIS
server data before sending data.

Check the Receive Messages check box to allow this service to receive AIS
messages.

Check the Use Authentication check box if you use a data access login.

To create user accounts to use a data access login click the Users... button and
enter user's name, login and password (see the Users section for more
information).

To setup an alarm click the Alarms.. button and make necessary adjustments (see
the Using Alarms section for more information).

To specify filters press the Filters... button and make necessary adjustments (see
the Using Filters section for more information).

Press OK to save the settings.

TCP/UDP Client service

The TCP/UDP Client service enables you to connect to AIS data servers or services
using TCP or UDP protocol.

12
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1. Tocreate a TCP/UDP Client service, select Edit > New TCP/UDP Client...
from the main menu.
- Or -
To edit an existing TCP/UDP Client service, choose the service’s name and
select Edit > Properties... from the main menu.

TCP/UDP Client Properties

Marne: |

Hosk: |

Pott: I 0

Prokocol; |TCF' - i

V¥ Send Messages

¥ Receive Messages

Filters. .. I

K I Cancel

Enter the name for this service. You may enter any meaningful name.

Enter the host address.

Enter the host port number.

Select the protocol for this service.

Check Send Messages check box to allow this service to send AIS messages.

Check Receive Messages check box to allow this service to receive AlS

messages.

8. To specify filters press the Filters... button and make necessary adjustments (see
the section Creating and editing filters for more information).

9. Press OK to save the settings.

Nogakown

COM Port service

Before creating or editing any COM Port services make sure that a serial cable is
plugged to a computer’s COM port and you know a number of that port, also you should
know a baud rate of AIS device (check the manual of a transponder/receiver). The most
of AIS transponders/receivers use 38400 bits/sec.

13
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The COM Port service enables you to communicate with AlS devices through the serial
interface.

1. To create a COM Port service, select Edit > New COM Port... from the main
menu.
- or -
To edit an existing COM Port service, choose the service’s name and select Edit
> Properties... from the main menu.

COM Pork Properties |

Part: | COM |

Bits per second: (38400 =l
Data bits: [5 4
Parity: [Nane |

Skop bits: 1 |

)

Flow control: IHardware

¥ Send Messages

¥ Receive Messages

(04 I Cancel

Enter the name for this service. You may enter any meaningful name.

Select the COM port.

Select the serial connection speed, in bits per second (bps).

Select the number of data bits in each character that is transmitted and received.

Select the type of error checking.

Select the number of stop bits.

Select how the flow of data is controlled.

Check Send Messages check box to allow this service to send AIS messages.

0. Check Receive Messages check box to allow this service to receive AlS
messages.

11. Press OK to save the settings.

RO ~No TN

Message Logger service

The Message Logger service enables you to store all received raw AIS messages in the
text files.

14
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To create a Message Logger service, select Edit > New Message Logger... from
the main menu.

- Or -

To edit an existing Message Logger service, choose the service’s name and
select Edit > Properties... from the main menu.

Message Logger Properties |

T -H W essage L ogger

Log files Folder:

]
Filters. .. |

(04 I Cancel

Enter the name for this service. You may enter any meaningful name.

Select the folder to store log files.

To specify filters press the Filters... button and make necessary adjustments (see
section Creating and editing filters for more information).

Press OK to save the settings.

VTS Server service

The VTS Server service provides real-time AIS data to Web VTS.

1.

To create a VTS Server service, select Edit > New Message Logger ... from the
main menu.

- Or -

To edit an existing VTS Server service, choose the service’s name and select
Edit > Properties... from the main menu.

15
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¥T5S Server Properties |

Mame: | [EE==gy=

Part: | 2007

K, I Cancel

Enter the name for this service. You may enter any meaningful name.

3. Enter the port number to be used with this service. Contact your network
administrator for more details.

4. To specify filters press the Filters... button and make necessary adjustments
(see the section Creating and editing filters for more information).

5. Press OK to save the settings.

o

AIS Database service

The AIS Database service enables you to store all received AIS data in the database.

1. To create an AIS Database service, select Edit > New AIS Database... from the
main menu.
- Or -
To edit an existing AIS Database service, choose the service’s name and select
Edit > Properties... from the main menu.

16
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AIS Database Properties

WEHN RS IS Dakabase

415 Database Canneckion skring:

I Driver={S0L Mative Client};Database=»A15;5erver= 15

Split database Incu split j

Delete recards after I 10 day(s)

Filkers. .. |

K I Cancel |
e

A

no

Enter the name for this service. You may enter any meaningful name.

3. If you are using default installation settings and default AlIS database, skip this
step and go to step 4. Otherwise edit SQL server name and database name (see
the section SQL Server Connection strings for more information). You do not
need to make any changes if you are using default installation settings.

4. Use the Split database drop list to determine the period of time each part of AIS

database will represent. Splitting AIS database allows you to reduce the size of

the current working database while storing unlimited history data.

Enter the number of days AIS data must be kept in AIS database.

6. To specify filters press the Filters... button and make necessary adjustments (see
the section Creating and editing filters for more information).

7. Press OK to save the settings.

o

VTS Database service

The VTS Database service enables you to generate alarm events based on ships location
or speed data.

Note: Web VTS must already be installed on the computer.

1. Tocreate a VTS Database service, select Edit > New VTS Database... from the
main menu.
- Or -
To edit an existing VTS Database service, choose the service’s name and select
Edit > Properties... from the main menu.

17
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¥T5 Database Properties

WEGHM R TS Dakabase

WTS Database Connection skring:

I Driver={5CL Mative Client};Database=\T35;Server=.43

Delete recards after I 10 dayis)

2. Enter the name for this service. You may enter any meaningful name.

3. If you are using default installation settings and default Web VTS database, skip
this step and go to step 4. Otherwise edit SQL server name and database name
(see the section SQL Server Connection strings for more information). You do
not need to make any changes if you are using default installation settings.

4. Enter the number of days the alarm events must be kept in the Web VTS database.

Press OK to save the settings.

o

Startup options

You may change AIS Server’s startup options.

1. To edit startup options select File > Options... from the main menu.

18
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Startup Dptions |

[T Btart Server when loaded:

[~ Load Server at Windows starkup (run as service)

[T Minimize Server when loaded

(] 4 I Cancel |

Select the Start Server when loaded check box to start AIS Server when loaded.
Select the Load Server at Windows startup (run as service) check box to load
AIS Server when Windows starts on the computer.

Note: Loading AIS Server at Windows startup and starting AIS Server
when loaded will make AIS Server ready to process AIS messages when
AIS Server’s computer is switched on, even if no user is logged on to
Windows.

Select the Minimize Server when loaded check box to minimize AIS Server into

an icon in the system tray when loaded.
Press OK to save the settings.

19
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Creating and editing users

To create a user, click the Users button, next right click on the Users dialog and select
New User... from the context menu.

- Or -

To edit an existing user, double click on the user’s name.

users x|

ame | Login | Password |
User 1 userl 123
[iLser 2 user? 345
User 3 User3 567

Ik I Cancel

20
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MNane: I User 1

Login: I userl

Password: I 123

K I Zancel

%

el N =

Enter the user's name for new user. You may enter any meaningful name.
Enter the user's login. You may enter any meaningful login.

Enter the user's password.

Click the OK button to finalize your settings.

Users

21
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Creating and editing alarms

To create an alarm, click on the Alarms button, next make a right click in the Email
Alarms panel and select New Email Alarms... from the context menu.

- Or -

To edit an existing alarm, right click on the alarm’s name and select Properties... from
the context menu.

Email Alarms ) ] il

Mame |

Settings. .. | Ik Cancel
74

22
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Mame: | Ernail &larmm 1

Check every  Email every

Incoming kraffic I 1 mmir I a0 mmin
Cukgoing kraffic I 1 mir I ] mir
Server conneckions l 1 ir IED I7ir

List of email addresses separated by semicolonsg; )

I coastguard@coastguard, com; customs@cuskanmns, com

Email kext:

I San Diego AIS Skation is down

[ Include diagnostic infarmation in emails

Ik | Cancel

o

A

=

9.

10.

11

The

Name: Enter the name for this alarm. You may enter any meaningful name.
Incoming traffic (Check every): Type number of minutes in the Check every
box to check periodically for presence of the Incoming traffic.

Incoming traffic (Email every): Type number of minutes in the Email every to
send an e-mail alarm periodically.

Outgoing traffic (Check every): Type number of minutes in the Check every
box to check periodically for presence of the Outgoing traffic.

Outgoing traffic (Email every): Type number of minutes in the Email every
box to send an e-mail alarm periodically.

Server connections (Check every): Type number of minutes in the Check every
box to check periodically server connections.

Server connections (Email every): Type number of minutes in the Email every
box to send an e-mail alarm periodically.

List of email addresses separated by semicolons(;): Type e-mail addresses in
this box to send an e-mail alarm.

Email text: Type an e-mail text in this box.

Include diagnostic information in emails: Select this check box to include
diagnostic information in this e-mail.

. Press OK to save the settings.

alarm is presented in the Email Alarms window, see below:

23



AIS Server Administrator's Guide

Email Alarms i x|

Miarme
Email Alarm 1

Settings. .. | Ik Zancel

SMTP Server Settings

To be able to send a nidification alarm e-mail you have to configure your outgoing mail
server (SMTP Server).

1. To make SMTP Server Settings, click on the Alarms button, next click the Settings
button and type your settings into the SMTP Server Settings dialogue.
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I [=Th|

— x|

Email Alarm 1

SMTP Server Settings. }

Sendet's Email; I woUrname@yourdomain. com

Dornain: I wourdomain, com

SMTF Server: I rnail,wourdomain, com

Port: I 25025

Login: I woUrname@yourdonmai

Pas=ward: I sk ko deokokok

84

Cancel

Settings... | Ok

Zance|

=

| Restatt: |

5

. Enter the Sender's Email.

. Enter the Domain name.

. Enter the SMTP Server name.

. Enter the port.

. Enter the login.

. Enter the password.

. To finalize the settings, click OK.
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Creating and editing filters

1. To create a filter, right click on the Filters dialog and select New Filter... from

CoNoA~WN

the context menu.

- Or -

To edit an existing filter, right click on the filter’s name and select Properties...
from the context menu.

Mame: | Filter 2
IP Addreszs Conditions:
Name I
TP Condition 3
|OR "'l
MMSI Conditions:
MNarme |
MMSI Condition 1
|OR "'l
Zone Conditions: IANDE
MName I
Zone Condition 2
or |
—Action
{* Enable messages if conditions are met
{" Disable messages if conditions are met oK I i

Enter the name for this filter. You may enter any meaningful name.

Select necessary IP Address conditions or add new ones.

Choose a logical operation to combine multiple IP Address conditions.

Select necessary MMSI conditions or add new ones.

Choose a logical operation to combine multiple MMSI conditions.

Select necessary zone conditions or add new ones.

Choose a logical operation to combine multiple zone conditions.

Choose a logical operation to combine IP Address, MMSI, and zone condition
groups.
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10. Specify the action for this filter.

IP Address condition

1. To create an IP Address condition, right click on the Filter dialog and select New
IP Address Condition... from the context menu.
- Or -
To edit an existing IP Address condition, right click on the filter’s name and
select Properties... from the context menu.

IP Address Conditon Properties

Mame: | IF Condition 3

Source IP addresses or domain names separated by
semicolons(;):

| 192.168.0.1

Destination IP addresses or domain names separated by
semicolons(;):

| 192.168.0.2]

—The message meets this condition if it is:
{* In the specified address range
™ Dutside the specfied address range

Mote: The asterisk {*) can be used to substitute for any
octet in IP address (e.g. 192.1658.%.%)

Enter the name for this condition. You may enter any meaningful name.

Enter the source IP addresses or domain names separated by semicolons (;).
Enter the destination IP addresses or domain names separated by semicolons (;).
Specify when the message meets this condition.

Press OK to save the settings.

Uk wN

Note 1: You may specify IP addresses with or without port number (e.g.
192.168.0.1:9009 or 192.168.0.1). If the port number is omitted then the condition is
affecting all ports for the specified IP address.

Note 2: In IP Address conditions you may refer to COM Port, AlS Database, and
VTS Database services using the following IP addresses:

0.0.0.1 — COM Port service
0.0.0.2 — AIS Database service
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0.0.0.3 — VTS Database service, sends AlS safety messages
0.0.0.4 — VTS Database service, sends AIS AtoN messages

MMSI condition

1. To create an MMSI condition, right click on the Filter dialog and select New
MMSI Condition... from the context menu.
- or -
To edit an existing MMSI condition, right click on the filter’s name and select
Properties... from the context menu.

MMSI Condition Properties

Mame: | MMSI Condition 1

List of MM5I numbers separated by semicolons(;):

| 123456789;R87654321

£+ From the specified MMSI

The message meets this condition if it is:
|7 " Mot from the specified MMSI

04 I Cancel |

7

Enter the name for this condition. You may enter any meaningful name.
Enter the MMSI numbers separated by semicolons (;).

Specify when the message meets this condition.

Press OK to save the settings.

arwN

Zone condition

1. To create a zone condition, right click on the Filter dialog and select New Zone
Condition... from the context menu.
- Or -
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To edit an existing zone condition, right click on the filter’s name and select
Properties... from the context menu.

Zone Condition Properties

Min Latitude: | 48.500000
[ {0000 v 7]
Max Latitude: | 42, 700000
[ ®[s200 | =]
Min Longitude: | -123.300000

[123 *[18000 ["|w =]

Max Longitude: | -122. 100000
[122 *[eoo0  |w =]

|'The message meets this condition if it is:

¥ From the specified zone
" Not from the spedfied zone

oK I Cancel L
£

Enter the name for this filter. You may enter any meaningful name.
Enter geographical coordinates of the filter’s rectangular area.
Specify when the message meets this condition.

Press OK to save the settings.

arwn

Filter Examples

Let’s assume that we are connected to three AlS data sources (source X with IP
address X.X.X.X, source Y with IP address Y.Y.Y.Y, and source Z with IP address
Z.Z.Z.Z) and three customers are connected to our server (customer A with IP address
A.A.A.A, customer B with IP address B.B.B.B, and customer C with IP address
C.C.C.C). And we want customer A to receive AlS messages only from source X,
customer B to receive AIS messages only from sources Y and Z, and customer C to
receive all AIS messages. All other unspecified customers must not receive any AlS
messages.

Allow customer A to receive AIS messages only from source X
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N

SRR

Select the service that is used to send AlIS data to customers and select Edit >
Properties... from the main menu.

Press the Filters... button to open Filters dialog.

Right-click the list of filters, and then select New Filter... from the context menu
to open Filter dialog.

In Filter dialog, enter ”r;X->A filter” string in the Name box.

Right-click the IP Address Conditions list, and then select New IP Address
Condition... from the context menu to open IP Address Condition Properties
dialog.

In IP Address Condition Properties dialog, enter ”r;X->A” string in the Name
box.

Enter IP address of AIS data source X in the Source IP addresses or domain
names box.

Enter IP address of client A in the Destination IP addresses or domain names
box.

Under The message meets this condition if it is, select In the specified address
range.

IP Address Conditon Properties

Marne: | R-=h

Source IP addresses or domain names separated by
semicalonst )

i

Destination IP addresses or domain names separated by
semicolons(; )

| a0

~The message meeks this condition iF it is;
% In the specified address range

" Outside the specified address range

Mote: The asterisk (*) can be used to substitute For ans
ocket in IP address (e.g. 192,168.%*,*)

QI I Cancel

7

where X. X.X.X is an IP address of AIS data source X, and A. A A.Aisan IP
address of client A
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10. Press OK to save the properties and to close IP Address Condition Properties
dialog.
11. In Filter dialog, under Action, select Enable messages if conditions are met.

Filter

Mame: | w-=4 Filker

IP Address Conditions:

[arne |

MMSI Conditions:

Marme |

Zone Conditions: |F'.I"-.ID b I

MNarme: |

—hckion
¥ Enable messages if conditions are met

" Disable messages if conditions are met K I cancel

12. Press OK to save the settings and to close Filter dialog.
13. In Filters dialog, under Action for unfiltered messages, select Disable all
unfiltered messages.
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Filters

Marne |
w-=4 filker

—ackion for unfiltered messages
" Enable all unfiltered messages

¥ Disable all unfiltered messages

(] 4 I ancel L
£

14. Press OK to save the settings and to close Filters dialog.

Allow customer B to receive AIS messages only from sources Y and Z

32
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N

SRR

Select the service that is used to send AlIS data to customers and select Edit >
Properties... from the main menu.

Press the Filters... button to open Filters dialog.

Right-click the list of filters, and then select New Filter... from the context menu
to open Filter dialog.

In Filter dialog, enter ”r;Y,Z->B filter” string in the Name box.

Right-click the IP Address Conditions list, and then select New IP Address
Condition... from the context menu to open IP Address Condition Properties
dialog.

In IP Address Condition Properties dialog, enter ”r;Y,Z->B” string in the Name
box.

Enter IP addresses of AIS data sources Y and Z in the Source IP addresses or
domain names box.

Enter IP address of client B in the Destination IP addresses or domain names
box.

Under The message meets this condition if it is, select In the specified address
range.
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IP Address Conditon Properties B

Marne: | ¥, Z-=B

Source IP addresses or domain names separated by
semicolons;

| fvizzes

Destination IP addresses or domain names separated by
semicolonsi;

| B.6.6.5]

The message meeks this condition if it is;
% In the specified address range
" Cutkside the specified address ranges

Mote: The asterisk (*1 can be used ko substitute For any
octek in IP address (e.g. 192, 168.*,*)

Ik I Cancel
g

where Y.Y.Y.Y is an IP address of AlS data source Y, Z.Z.Z.Z is an IP address
of AIS data source Z, and B.B.B.B is an IP address of client B

10. Press OK to save the properties and to close IP Address Condition Properties

dialog.
11. In Filter dialog, under Action, select Enable messages if conditions are met.
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Filter

Mame: | ¥, Z- =6 filker

IP Address Conditions;

[anme: |
Ox-=n
¥, Z- B I_OR

MMSI Conditions:

Marne |

Zone Conditions;

MName |

—Ackion
{* Enable messages if conditions are met

" Dizable messages if conditions are met K I

Cancel

12. Press OK to save the settings and to close Filter dialog.

13. In Filters dialog, under Action for unfiltered messages, select Disable all

unfiltered messages.
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Filters

Marne |
- =4 filker
Y, Z- =6 filker

—ackion for unfiltered messages
" Enable all unfiltered messages

¥ Disable all unfiltered messages

(] 4 I ancel L
£

14. Press OK to save the settings and to close Filters dialog.

Allow customer C to receive all AIS messages

1.

N

SRR

~

Select the service that is used to send AIS data to customers and select Edit >
Properties... from the main menu.

Press the Filters... button to open Filters dialog.

Right-click the list of filters, and then select New Filter... from the context menu
to open Filter dialog.

In Filter dialog, enter ”r;all->C filter” string in the Name box.

Right-click the IP Address Conditions list, and then select New IP Address
Condition... from the context menu to open IP Address Condition Properties
dialog.

In IP Address Condition Properties dialog, enter ”r;all->C” string in the Name
box.

Enter ”r;*.*.*.*” string in the Source IP addresses or domain names box.

Enter IP address of client C in the Destination IP addresses or domain names
box.

Under The message meets this condition if it is, select In the specified address
range.
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IP Address Conditon Properties

Mame: | all-=C

Source IP addresses or domain names separated by
semicolons(;

I****

Destination IP addresses or domain names separated by
semicolons(;

|c.c.c.c

The message meets this condition if it is;
* In the specified address range
" oukside the specified address range

Mote: The asterisk (*1 can be used to substituke For any
octet in IP address (e.g. 192.168.%.%)

where C.C.C.C is an IP address of client C
10. Press OK to save the properties and to close IP Address Condition Properties

dialog.
11. In Filter dialog, under Action, select Enable messages if conditions are met.
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Filter

Mame: | all- =C Filter

IP Address Conditions;

[anme: |

Ox-=n
Ov.z-=6

|DR -
all-= j

MMSI Conditions:

Marne |

Zone Conditions; |.|5.I"-.ID x I

MName |

—Ackion
{* Enable messages if conditions are met

" Dizable messages if conditions are met K I cancel

12. Press OK to save the settings and to close Filter dialog.
13. In Filters dialog, under Action for unfiltered messages, select Disable all

unfiltered messages.
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Filters

Marne |
- =4 filker

¥, Z- =B fileer

all-=C filker

—ackion for unfiltered messages
" Enable all unfiltered messages

¥ Disable all unfiltered messages

(] 4 I ancel L
£

14. Press OK to save the settings and to close Filters dialog.

Now we have three filters for the service that is used to send AlIS data to customers.
Customer A will receive AIS messages only from source X, customer B will receive
AIS messages only from sources Y and Z, and customer C will receive all AIS
messages. All other unspecified customers will not receive any AIS messages.



SQL Server Connection strings

This is a compiled connection strings reference list on how to connect to SQL Server.

Standard Security for SQL Server 2005 Express Edition

Driver={SQL Native Client};Server=.\SQLExpress;Database=database;Uid=username;
Pwd=password;

Example:

Driver={SQL Native Client};Server=.\SQLExpress;Database=AlS;Uid=sa;Pwd=sql;

Trusted connection for SQL Server 2005 Express Edition

Driver={SQL Native
Client};Server=.\SQLExpress;Database=database;Trusted_Connection=yes;

Example:

Driver={SQL Native
Client};Server=_.\SQLExpress;Database=AlS;Trusted_Connection=yes;

Standard Security for SQL Server 2005

Driver={SQL Native Client};Server=serverAddress;Database=database;Uid=username;
Pwd=password;

Driver={SQL Native

Client};Server=serverAddress:port;Database=database;Uid=username;
Pwd=password;

Example:

Driver={SQL Native Client};Server=192_.168.0.10;Database=AlS;Uid=sa;Pwd=sql;
Driver={SQL Native
Client};Server=192.168.0.10:1433;Database=AlS;Uid=sa;Pwd=sql ;

Trusted connection for SQL Server 2005

Driver={SQL Native
Client};Server=serverAddress;Database=database; Trusted_Connection=yes;

Driver={SQL Native Client};Server=serverAddress:port;Database=database;
Trusted_Connection=yes;

Example:

Driver={SQL Native
Client};Server=192.168.0.10;Database=AlS;Trusted_Connection=yes;
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Driver={SQL Native
Client};Server=192.168.0.10:1433;Database=AlS; Trusted_Connection=yes;

Standard Security for SQL Server 2000

Driver={SQL
Server};Server=serverAddress;Database=database;Uid=username ;Pwd=password;

Driver={SQL Server};Server=serverAddress:port;Database=database;Uid=username;
Pwd=password;

Example:
Driver={SQL Server};Server=192.168.0.10;Database=AlS;Uid=sa;Pwd=sqgl;

Driver={SQL Server};Server=192.168.0.10:1433;Database=AlS;Uid=sa;Pwd=sql;

Trusted connection for SQL Server 2000

Driver={SQL
Server};Server=serverAddress;Database=database;Trusted_Connection=Yes;

Driver={SQL
Server};Server=serverAddress:port;Database=database;Trusted_Connection=Yes;

Example:

Driver={SQL Server};Server=192.168.0.10;Database=AlS;Trusted_Connection=yes;

Driver={SQL
Server};Server=192.168.0.10:1433;Database=AlS; Trusted_Connection=yes;
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